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Settings

5 Specify the IP address, subnet mask, and default

gateway, and click [OK].

Internet Protocol Version 4 (TCP/IPwd) Properties 7| =a)

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate TP settings.

©) Obtain an IP address automatically
@) Use the following P address:

1P address: 192.188. 0 . 1
Subnet mask: 255,255,255 . O
Default gateway: 192.168 . 0 .254

Obain DNS server address automatically
@) Use the following DNS server addresses:
Preferred DS server:

Alternate DNS server:

[ validate settings upon exit
LAN connection |Peer-to-peer
connection
example
IP address Specify the value 192.168.0.1
Subnet mask provided by your |255.255.255.0
Default systgm
gateway administrator. Not used

For a peer-to-peer connection, set the PC's IP address

to 192.168.0.2, and the subnet mask to 255.255.255.0.

l When using TCP/IPv6, the following window
appears. For the details of setting contents,

ask your system administrator.

Intemet Pofocol Version 6 (TCP/IPv) Properties o)
General
pabilty.

You a
Otherwise, you need to ask your network administrator for the appropriate [PV settngs.

(@) BBt 3 T8 addiess susmabealy

) Use the folowing IPv6 address:

(@ Obtain DINS server address automatically
Use the folowing DIS server a« ddresses:

scate setings upon et

6 Close the [Local Area Connection Properties] and

[Network Connection] dialogs.

7 Click [Protect the system and return to normal

operation.].
The microscope will restart.

Completely disabling system protection

To install applications that run on Windows?7, it is necessary
to disable system protection completely. This must be done
when networking the system through a domain.

Once system protection is disabled, the system
cannot be returned to a protected state. This
means that system files will no longer be write-
protected. Be sure to install commercially
available virus protection software. Connecting
to a network or inserting an external memory
device without virus protection software
installed increases the risk of infection.
Some applications may affect the VHX software
and cause malfunctions. Users are responsible
for verifying the operation of such applications,
and shall use them at their own risk.
Software installation and changes made to an
unprotected VHX are outside of the warranty.
The user is responsible when using an
unprotected system.
Third-party software can not be supported by

Keyence.

1 Click [Network/Security Settings...] on the Settings
menu.

Network/Security
settings.

Calibration Settings...
Show software keyboard

The security administration password input dialog

appears.

2 Enter the password and click [OK].

Security admin password:

[ oc [ comea |

The password is preset to "VHX" (half-width characters
all caps) at the time of shipping.
The Network/Security settings dialog appears.
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Settings

3 Check the [Install a new program or driver] option, 5 Read the warning on the dialog carefully. If you
and select [Install a new program], and click [OK]. accept the risks, check the checkbox and click
[Yes].

System protection settings

System protection: Enabled

The system protection will be PERMANENTLY canceled.

[¥ Install a new program or a driver ] You cannot revert this operation.
After that, observe the following:
@ Install a driver or adjust network settings - The C drive is unprotected. Protecting the system with anti-virus or other such
(Cancel the system protection temporarily.) software is recommended.
s - FTP and folder shared settings must be set from the OS menu.
) Install a new program + Pushing the power button will result in shutdown. If you would like to revert to
(Permanently disable system protection.) sleep perform settings from the VHX application after permanent cancel.

- : < . + Operation is not guaranteed for software installations and changes to the OS
el (leetee depdiegiesin s following the removal of system protection. Use at your own discretion.
Set the calibration password

[¥] Accept
[Z! Use password o

The system will restart with the system protection

Change security admin password

disabled.
Security password: ese
RSl comtiaanon ]| <o The system will restart several times. Do
NOTICE not turn the main power off during this
‘ OK | ‘ Cancel } time

You will be prompted to restart the system.

6 Install the application as necessary.

l The following menus will change when system
(1, Arestartis required to enable the settings. Do you want to restart the system now? protection is Completely disabled.

= —— * You can now choose to exit only the VHX
application by clicking [Exit] from the VHX
MENU.

4 ciick [Yes]. b
The system will restart and a confirmation dialog for Vi 1Y

What do you want the VHX to do?

disabling the system protection will appear. Sleep -

Shutdown
Exit VHX application
Restart

e The IP address, FTP, and share folder
settings should be configured using the
functions provided with Windows7. These
functions are accessed by clicking [Exit]
from the VHX MENU and selecting [Exit
VHX application].
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\, Point If the system protection is disabled
completely, the system may prompt you for

the ID and password when the VHX-5000E

starts up. If prompted, enter the ID and

password shown below. The below

credentials to be used for the master

domain log in if networking through a

domain.

ID: VHX_Admin

Pass: VHXADMIN
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